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Abstract: In the recent years, the Internet has had an enormous influence on society, changed our lives 

radically statement fully justified given that sources of information and communication has never been 

more readily available to the public, no doubt that we are in full digital revolution. Taking into account 

that the Internet has become accessible and relevant in the late 90s, we can say that in legal terms it is 

nowadays a relatively new field that requires a large number of regulations, both at national and at 

European or world. A controversy often a meet at this time is the storage, protection and accessibility of 

personal data navigation. It is well known that this data is stored, processed and used by various software 

companies, search engines, browser engines, social networks and Internet service providers. Many of 

these companies use this private data to provide users with advertising items and personalized 

recommendations stated aim to facilitate their web surfing and to protect personal data, which itself can 

be interpreted as a violation of privacy and not as protect it. 

Keywords: personal data; web browsing; private life; human rights 

 

1. Introduction 

Protection of personal data is one of the most debated issues of the early 21st century, which is 

perfectly understandable given the technological advances of the past 30 years, the Internet 

reaching one of the main pillars modern society. 

Given these circumstances, protection of personal data in online is a very sensitive issue, 

given the large number and are continually expanding the services and tools that to be used 

requires the collection of data identification and navigation user virtual. 

Data collected online by diverse methods you shall go this presentation are used among others for 

campaigns pubic by analysing this information identifies the general interests of the user, their profile, 

goods purchased and services previously requested, age, sex, political and religious etc., Leading to 

display advertisements for goods and services for which the user is interested. 

About data protection authorities in France and the Netherlands said that “Windows 10 users are not 

clearly informed what information Microsoft collects so that the agreement gave the company the use 

of their private data is not valid. Moreover, they do not know that their private information is used.” 

Another example violation of privacy by using navigation data is the navigation system “Chrome” 
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whose users even have the option to choose not their personal data be stored and used, this application 

cannot be considered by websites you visit and the condition use navigation engine is specified that, 

does not provide details about websites and web services respect requests and how sites interprets 

requests. “In other words, the user can choose effectively to preserve intimacy of their data private, 

nor receive clear information whether or not they are collected and used. In these circumstances it may 

be doubted, legitimately user rights on the protection of private data. 

 

2. Law 

2.1. According to the Constitution 

Right to intimate, family and private life is enshrined in the Constitution under Art. 261 So that state 

authorities are obliged not only to respect but vine intimate person and to ensure its protection by 

means of legislative, institutional and material. 

2.2. In relation to the European Human Rights Legislation 

Through article 82 the right to privacy and family is also specified person's right to benefit from 

respecting the right to private life. 

2.3. Regulation (EU) 679/2016 Data Protection  

The rapid development of technology, along with globalization have led over the past two decades a 

change in how personal data is collected, accessed, transferred and used3.  

With the entry into force of this Regulation, on May 25 2018 a great deal of personal data protection 

issues will be resolved and the consent given by users will be offered by them a higher knowledge. 

Regulation clearer unambiguous consent character is one of the requirements listed in the statement of 

reasons given for making the said Regulation, as in paragraph 324 it highlighted the need for proper 

information to users on how information will be used data indexed from this and the need to guarantee 

that there are no uses other than those mentioned and accepted by it unequivocally. 

In light of the REGULATION (EU) 2016/679, in Articles 55 listed a number of principal to be 

observed to protect the private lives of people, from which we can draw the following key ideas: 

                                                
1 Constitution Article 26 (1) public authorities shall respect and protect the intimate, family and private life. (2) Any natural 
person has the right to dispose of himself, if not violate rights and freedoms of others, public order or morals. 
2 European Convention on Human Rights, Article 8 1. Everyone has the right to respect for his private and family life, his 
home and his correspondence. 2. There shall be no interference by a public authority with the exercise of this right except 
such as it is required by law and constitutes a democratic society, a necessary measure to national security, public safety or 
economic well-being of the country, prevention of disorder and prevention of crime, protection of health, morals, rights and 
freedoms of others. 
3 Nicholas cute Ploeşteanu Andrei Mariş- Protection of personal data, impact protection of personal data on business-

assessments Romanian experiences and new challenges of Regulation (EU) 2016/679, p. 78. 
4 Position of the European Parliament of March 12, 2014 (not yet published in the Official Journal) and Council's position at 
first reading on April 8, 2016 (not yet published in the Official Journal). European Parliament position of 14 April 2016- (33) 
It is often not possible when collecting personal data, to identify the full order processing for purposes of scientific research. 
For this reason, the persons concerned should be allowed to express their consent to certain areas of scientific research when 
observed recognized ethical standards for scientific research. Data subjects should be able to express consent only for certa in 
research areas or parts of research projects to the extent permitted by its intended purpose. 
5 Regulation. 679 of April 27, 2016 on the protection of individuals with regard to the processing of personal data and on the 

free movement of such data and repealing Directive 95/46 / EC (General Regulation on Data Protection, Art. 5: Principles 
relating to processing personal data (1) personal data are: a) lawfully processed, fair and transparent to the subject (“legal, 
fair and transparent”); b) collected for specified, explicit and legitimate purposes and are not subsequently processed in a 
manner incompatible with these purposes; further processing for archiving purposes in the public interest for the purposes of 
historical or scientific research or statistical purposes is not considered incompatible with the initial goals, in accordance with 
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→ The consent given by the person concerned must be fully informed and unequivocal. 

→ Data processing must be transparent and under the conditions accepted by the user 

→ The time period in which the data collected are stored should not be higher than reported 

→ Keeping data safe without permits modification, deletion or spoiling by taking appropriate 

technical and organizational measures 

  

3 The influence of the Regulation 

This regulation allows the user to be better informed and to have a better control over their personal 

information data. The managers of these IT platforms will be required to provide a more concise 

statement of the terminal and conditions of use. However, even after the entry into force the new 

regulation, in our opinion, will remain a number of issues that should be a concern for the legislative 

Romanian and European authorities, among them is the existence of the basic settings of the approval 

user to use its data for commercial reasons thus with the basic agreement that it provides simply by 

selecting a mailbox, enterprises dealing with management operating platforms or social networks. 

 

4. Conclusions 

Regulation (EU) 2016/679 is welcome and will solve a number of current issues with a more modern 

and realistic perspective on computer data domain of virtual users, significantly reducing the use of 

such data improperly, however, given that technology advancing constantly consider and legislation 

must keep pace with it. 

In our opinion, given globalization and the fact that through the Internet information can get instant 

anywhere in the world and that these data can easily outside the European Union, so out of power 

regulation, consider the need for a global treaty universally accepted, through which he could make a 

more effective protection of personal data of virtual users. 

                                                                                                                                                   
Article 89 (1) (“limitations on purpose”); c) relevant and limited to what is necessary in relation to the purposes for which 
they are processed (“minimizing data”); d) accurate and, where necessary, kept up must take all necessary measures to ensure 
that personal data which are inaccurate, having regard to the purposes for which they are processed, are erased or rectified 
without delay (“accuracy”); e) kept in a form which permits identification of data subjects for a period not exceeding the 
period necessary to fulfill the purposes for which data are processed; personal data can be stored for longer periods to the 
extent that they will be processed solely for archival purposes in the public interest for the purposes of scientific research or 

historical or statistical purposes, in accordance with Article 89 (1) subject to the implementation of technical measures and 
organizational measures provided for in this Regulation to ensure the rights and freedoms of the data subject (“limitations on 
storage”); f) processed in a manner which ensures adequate security of personal data, including protection against 
unauthorized processing or illegal and against loss, destruction or accidental damage by taking appropriate technical and 
organizational measures (“integrity and confidentiality”). 
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